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|  |  |  |
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| **LO1** Explain server technologies and management services associated with hosting and managing websites | | **LO1 & 2**  **D1** Justify the tools and techniques chosen to realise a custom built website. |
| **P1** Identify the purpose and types of DNS, including explanations on how domain names are organised and managed.  **P2** Explain the purpose and relationships between communication protocols, server hardware, operating systems and web server software with regards to designing, publishing and accessing a website. | **M1** Evaluate the impact of common web development technologies and frameworks with regards to website design, functionality and management.  **M2** Review the influence of search engines on website performance and provide evidence-based support for improving a site’s index value and rank through search engine optimisation. |
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**P1 Identify the purpose and types of DNS, including explanations on how domain names are organized and managed.**

**I.** **What is DNS?**

- The Domain Name System (DNS) is the phonebook of the Internet. Humans access information online through domain names, like nytimes.com or espn.com. Web browsers interact through Internet Protocol (IP) addresses. DNS translates domain names to IP addresses so browsers can load Internet resources.

- Each device connected to the Internet has a unique IP address which other machines use to find the device. DNS servers eliminate the need for humans to memorize IP addresses such as 192.168.1.1 (in IPv4), or more complex newer alphanumeric IP addresses such as 2400:cb00:2048:1::c629:d7a2 (in IPv6).

**II.** **DNS Function**

- DNS Function Each website has a name and IP address (domain name or URL: Universal Resource Locator). Four classes of numbers separated by dots consist of an IP address (Ipv4). When you open a web browser and enter the name of the website, the browser goes directly to the website without having to enter the IP address of the website. A DNS server is responsible for the task of "translating" a domain name into an IP address to make the browser understand and access the website. To translate the "IP" address into "name" and vice versa, the aid DNS goes back and forth. Users can only recall "names" and no IP addresses need to be recalled.

- The Domain Name System (DNS) is a top-down hierarchy of names for computers, utilities, and other tools that locate devices using TCP/IP, such as the Internet. Using the name "user-friendly" calculate and facilities. When a user enters a computer's DNS name in an application, the DNS server looks up that computer's name and provides other information, such as the IP address and services provided by the computer on the network. This process is called the resolution of names.

- The function of DNS is name resolution. When a user tries to access another computer on a network, regardless of the size of the network, an architecture must be in place to map names to addresses. Many name resolution methodologies exist on a Windows 2000 computer, but the default hostname resolution methodology is DNS. In this chapter, we discuss DNS as it relates to the Active Directory. DNS is the only name resolution tool that works with the Active Directory. An AD without a properly configured DNS is a standalone AD. You can install the AD on a Windows 2000 server without configuring DNS, but the AD will be almost completely nonfunctional.

- A domain name is a combination of words separated by dots (.). For example, the full name in the description: [www.sales.mda.com](http://www.sales.mda.com).

**III. Type of DNS**

1. **Recursive DNS servers**

- When you type a website address into your browser address bar, it might seem like magic happens. In reality, the DNS system makes effortless internet browsing possible. First, your browser connects to a recursive DNS server. There are many thousands of recursive DNS servers in the world. Many people use the recursive DNS servers managed by their Internet Service Provider (ISP) and never change them. If you’re a Cisco Umbrella customer, you’re using our recursive DNS servers instead.

- Once your computer connects to its assigned recursive DNS server, it asks the question “what’s the IP address assigned to that website name?” The recursive DNS server doesn’t have a copy of the phone book, but it does know where to find one. So it connects to another type of DNS server to continue the search.

**2. Root Servers**

- Root servers are positioned at the top or root of the DNS hierarchy and maintain data about each of the top-level zones. The root servers are maintained by the NIC and have been moved to a common domain for consistent naming purposes. The root servers are named as A.root-servers.net., B.root-servers.net., and so on.

1. **Authoritative Name Server**

- The second type of DNS server holds a copy of the regional phone book that matches IP addresses with domain names. These are called authoritative DNS servers. Authoritative DNS nameservers are responsible for providing answers to recursive DNS nameservers about where specific websites can be found. These answers contain important information for each domain, like IP addresses.

- Like phone books, there are different authoritative DNS servers that cover different regions (a company, the local area, your country, etc.) No matter what region it covers, an authoritative DNS server performs two important tasks. First, it stores lists of domain names and their associated IP addresses. Second, it responds to requests from a recursive DNS server (the person who needs to look up a number) about the correct IP address assigned to a domain name. After getting the answer, the recursive DNS server sends that information back to the computer (and browser) that requested it. The computer connects to the IP address, and the website loads, leading to a happy user who can go on with their day.

**4. Top-Level Domain (TLD) name servers**

- Name servers read from right to left and direct you to the Top Top-Level Domain (TLD) extension name server (.com or another). These TLD servers will finally lead you to servers with the correct information.

* **IV. How domain names are organized**

Domain names are organized hierarchically from right to left. The right-most portion of a domain name is called the top-level domain (TLD). The .com TLD is probably the most well known, but there are many others, such as .net, .org, .edu, and .mil. (Country codes, such as .us and .fr, are also TLDs.) When you register a domain name, you can choose which TLD to use (though some TLD's, such as .edu and .gov, are restricted to certain types of organizations).

**P2 Explain the purpose and relationships between communication protocols, server hardware, operating systems and web server software with regards to designing, publishing and accessing a website.**

**I. Communication protocol.**

- Communication protocols are formal descriptions of digital message formats and rules. They are required to exchange messages in or between computing systems. Communication protocols are important in telecommunications systems and other systems because they create consistency and universality for the sending and receiving of messages.

- Communications protocols can cover authentication, error detection and correction, and signaling. They can also describe the syntax, semantics, and synchronization of analog and digital communications.

- Communication protocols are implemented in hardware and software. There are thousands of communications protocols that are used everywhere in analog and digital communications. Computer networks cannot exist without them.

­ FTP: (File Transfer Protocol): allows file transfer over the Internet.

- HTTP: It stands for Hyper Text Transfer Protocol, the format of messages, their transmission, and web actions associated at client and server-end are managed by this protocol. Worldwide web uses it. Runs on port 80.

- HTTPS: It stands for Hyper Text Transfer Protocol Secure, so it seems to be an enhancement of HTTP only. This is used for secure communication hence whenever you are out of the local host world then go by this.

- TLS: It stands for Transport Layer Security, this is a cryptographic protocol that provides end to end communications security over networks, commonly used in transactions, the security is maintained by forgery prevention, data leak prevention, etc.

**II. Server hardware.**

**What is Server Hardware?**

- The server is a dynamic device responsible for the centralized storage of data sources and for the processing of access to information through the Internet from other computers. The full configuration of the server hardware equipment is identical to that of the laptop (also known as a PC). However the server's reliability and efficiency is much greater than that of traditional computers.

- Hardware for servers is a computer's hardware, the components that make up a complete device. Devices like mice, keyboards, displays, hard players, DVD drives, etc. with PCs They're computers with hardware.

**How does server hardware work?**

- A server doesn’t have a screen or keyboard. And although your computer stores files and data you’ve put on it, a server stores all the data associated with the websites that are hosted by it and shares that info with all computers and mobile devices that need to access them.

- Before starting and releasing remote management services, servers also do memory checks.

- The hard drive controller then periodically boots the drives, rather than all at once. With a progressive start, the goal is not to overwhelm the power supply. They then start operating on the RAID system which needs checking to ensure that the backup device works correctly.

- Compared to a machine that only takes a few minutes to boot, this process can take a long time. Often for months or years, rebooting can not be necessary.

- In order to boot and load the operating system, several server hardware settings take a long time.

**Components of the server hardware.**

Basically, like a standard PC, a physical server is made of a server system. However, there are also some variations in the components of server and PC hardware.

- Server board

- Processor (CPU)

- Memory (RAM)

- Hard drive (HDD)

- RAID controller

- Power supply unit (PSU)

**Operating system for web server**

- There are 2 types of operating commonly used for web hosting: Windows and Linux/Unix.

- Linux is a free and open-source operating system based on Unix standards. It provides a programming interface as well as a user interface compatible with Unix-based systems and provides large variety applications. A Linux system also contains many separately developed elements, resulting in a Unix system which is fully compatible and free from proprietary code.

+ A traditional monolithic kernel is employed in Linux kernel for performance purpose, but its modular feature allows most drivers to dynamically loaded and unloaded at runtime. Linux protects processes and is a multiuser system. Interprocess communication is supported by both mechanisms such as message queue, shared memory, and semaphore.

- Windows is a licensed operating system in which source code is inaccessible. It is designed for the individuals with the perspective of having no computer programming knowledge and for business and other commercial users. It is very simple and straightforward to use.

+ Windows is extensible, portable and assists multiple operating environments, symmetric multiprocessing and client-server computing. It offers integrated caching, virtual memory, and preemptive scheduling.

**III. Server software.**

**What is server software?**

Server software is a type of software that is designed to be used, operated, and managed on a computing server. It provides and facilitates the harnessing of underlying server computing power for use with an array of high-end computing services and functions.

**Techopedia explains Server Software.**

+ Server software is primarily built to interact with a server’s hardware infrastructure, including the processor, memory, storage, input/output (I/O), and other communication ports. Depending on the type or usage of the server, the server software may be classified into various forms, such as the following:

- Web server software

- Application server software

- Database server software

- Cloud computing server software

- File server software

+ Each of the above types of server software utilizes the server for different functions and services, but all focus their primary objective on using inherent computer capacity and resources. Moreover, the server software may be for a physical or virtual/cloud server built on a physical server.

**IV. Server operating system.**

- The server operating system, is the software layer on top of which the hardware server can run other software programs or apps. Server operating systems help to allow and promote traditional server functions, such as web servers, mail servers, file servers, database servers, application servers, and print servers.

- The fundamental function of the web server is to store, process, and distribute users' web pages. This interconnection is achieved using the Hypertext Transfer Protocol (HTTP). These web pages are mostly static material, including HTML documents, images, style sheets, tests, etc. The web server supports the Basic Mail Transfer Protocol (SMTP) and File Transfer Protocol (FTP) protocols for email and file transfers.